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01. Who is The Supplier of The Tool/Protocol?

02. Who has control over your funds?

The protocol provider is Axelar Network , we are not responsible for its operation more 
information available on the Axelar website: Term of Use.

Users are responsible for knowing their private key address and keeping such address 
a secret. Because a private key, or a combination of private keys, is necessary to 
control and dispose of the digital assets stored in the user’s digital asset wallet, the 
loss of one or more of a user’s private keys associated with her, his or its digital asset 
wallet storing the user’s digital assets will result in the loss of the user’s digital assets. 
Moreover, any third party that gains access to one or more of a user’s private keys, 
including by gaining access to login credentials of a hosted wallet service a user uses, 
may be able to misappropriate a user’s digital assets. The Company and its affiliates 
will never ask a user for her, his or its private key address and a user should never 
share them with someone the user does not know and trust.

Transactions in digital assets performed via the Protocol may be irreversible, and, 
accordingly, losses due to fraudulent or accidental transactions may not be 
recoverable. Once a transaction has been verified and recorded in a block that is 
added to the blockchain, an incorrect transfer or a theft of digital assets generally will 
not be reversible. If a party is able to hack a user’s account and initiate a transaction, 
the user may not be capable of receiving compensation for any such transfer or theft. 
If there is an error and a transaction occurs with the wrong account, to the extent that 
the Company is unable to seek a corrective transaction with such third party or is 
incapable of identifying the third party which has received the digital assets 
transferred through error or theft, neither the Company nor the Foundation will be able 
to revert or otherwise recover incorrectly transferred digital assets. The user is solely 
responsible for providing the Protocol with accurate information with respect to the 
destination digital asset wallet intended for the receipt of the user’s digital assets. If 
information provided by a user proves incorrect, and as a result, the digital assets are 
not delivered to the intended destination digital asset wallet, neither the Company nor 
the Foundation will have any liability to the user for the loss of such digital assets 
suffered by the user.
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THE USER’S USE OF THE PROTOCOL AND ANY RELATED SERVICES IS AT THE USER’S SOLE RISK. 
THE PROTOCOL IS PROVIDED ON AN “AS IS'' AND “AS AVAILABLE” BASIS. TO THE FULLEST 
EXTENT LEGALLY PERMISSIBLE, THE COMPANY AND THE FOUNDATION DO NOT MAKE (AND 
EXPLICITLY DISCLAIM) ANY AND ALL REPRESENTATIONS OR WARRANTIES OF ANY KIND 
RELATED TO THE PROTOCOL, WHETHER EXPRESS, IMPLIED, OR STATUTORY, INCLUDING 
(WITHOUT LIMITATION) THE WARRANTIES OF MERCHANTABILITY, NON- INFRINGEMENT, AND 
FITNESS FOR A PARTICULAR PURPOSE. NEITHER THE COMPANY NOR THE FOUNDATION (NOR 
ANY PERSON ASSOCIATED WITH EITHER ENTITY) MAKES ANY WARRANTY OR 
REPRESENTATION WITH RESPECT TO THE COMPLETENESS, SECURITY, RELIABILITY, QUALITY, 
ACCURACY, OR AVAILABILITY OF THE PROTOCOL OR ANY RELATED SERVICES. TO THE 
FULLEST EXTENT PROVIDED BY LAW, IN NO EVENT WILL THE COMPANY, THE FOUNDATION, OR 
ANY AFFILIATES, OR THEIR LICENSORS, SERVICE PROVIDERS, EMPLOYEES, AGENTS, OFFICERS, 
OR DIRECTORS BE LIABLE FOR DAMAGES OF ANY KIND, UNDER ANY LEGAL THEORY, ARISING 
OUT OF OR IN CONNECTION WITH THE USER'S USE, OR INABILITY TO USE, THE PROTOCOL, 
ANY WEBSITES LINKED TO IT, ANY CONTENT ON THE COMPANY’S WEBSITE OR SUCH OTHER 
WEBSITES, INCLUDING ANY DIRECT, INDIRECT, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR 
PUNITIVE DAMAGES, INCLUDING BUT NOT LIMITED TO, PERSONAL INJURY, PAIN AND 
SUFFERING, EMOTIONAL DISTRESS, LOSS OF REVENUE, LOSS OF PROFITS, LOSS OF BUSINESS 
OR ANTICIPATED SAVINGS, LOSS OF USE, LOSS OF GOODWILL, LOSS OF DATA, AND WHETHER 
CAUSED BY TORT (INCLUDING NEGLIGENCE), BREACH OF CONTRACT, OR OTHERWISE, EVEN 
IF FORESEEABLE. THIS DISCLAIMER OF LIABILITY EXTENDS TO ANY AND ALL DAMAGES CAUSED 
BY ANY THIRD PARTY (INCLUDING, WITHOUT LIMITATION, THOSE CAUSED BY FRAUD, DECEIPT, 
OR MANIPULATION), WHETHER OR NOT A PARTICIPANT, OR ANY FAILURE, EXPLOIT, OR 
VULNERABILITY OF THE PROTOCOL, THE USER’S WEB3 UTILITIES, OR THE UNDERLYING 
BLOCKCHAINS OR RELATED BLOCKCHAIN FUNCTIONALITIES. TO THE FULLEST EXTENT 
PROVIDED BY LAW, IN NO EVENT WILL THE COLLECTIVE LIABILITY OF THE COMPANY, THE 
FOUNDATION AND ITS SUBSIDIARIES AND AFFILIATES, AND THEIR LICENSORS, SERVICE 
PROVIDERS, EMPLOYEES, AGENTS, OFFICERS, AND DIRECTORS, TO ANY PARTY (REGARDLESS 
OF THE FORM OF ACTION, WHETHER IN CONTRACT, TORT, OR OTHERWISE) EXCEED THE 
GREATER OF $100 OR THE AMOUNT THE USER HAS PAID DIRECTLY TO THE COMPANY FOR THE 
USE OF THE PROTOCOL IN THE LAST SIXMONTHS OUT OF WHICH LIABILITY AROSE. THE 
FOREGOING DOES NOT AFFECT ANY LIABILITY THAT CANNOT BE EXCLUDED OR LIMITED 
UNDER APPLICABLE LAW.
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03. How do we process your data?
We do not process your personal data because we are not protocol providers. All 
transactions are anonymous - we encourage you to read the privacy policy and 
Terms of Use of the supplier, i.e. Axelar.

04. Risk Associated with cryptography
The User accepts and acknowledges each of the following risks:

 The prices of blockchain assets are extremely volatile. Fluctuations in the price of all 
kinds of virtual assets could materially and adversely affect the value of the User’s 
Assets, which may also be subject to significant price volatility;

 Virtual assets are tangible digital assets that exist only by virtue of the ownership 
record maintained in the certain blockchain. All smart contracts are conducted and 
occur on the decentralized ledger. GameSwift has no control over, and make no 
guarantees, warranties or promises with in relation to smart contracts;

 GameSwift will not be liable to the User for any losses the User incurs as the result of 
the User’s use of the blockchain technology. This includes, but is not limited to, 
losses, damages or claims arising from (i) the User error (e.g. forgotten access 
information (such as private keys, seeds or mnemonics or incorrectly construed 
smart contracts or other transactions); (ii) server failure or data loss; (iii) corrupted 
wallet files; (iv) unauthorized access or activities by third parties, including but not 
limited to the use of viruses, phishing, or other means of attack against the Bridge. 
GameSwift is also not responsible for losses due to blockchains, or any other tool 
connected to the Bridge, including but not limited to late report (or no report) by 
developers or representatives of any issues with the blockchain, including forks, 
technical node issues or any other issues having fund losses as a result;

 There are risks associated with using Internet-based assets, including, but not 
limited to, the risk of hardware, software and Internet connections, the risk of 
malicious software introduction, and the risk that third parties may obtain 
unauthorized access to information stored within Bridge. The User accepts and 
acknowledges that GameSwift will not be responsible for any communication 
failures, disruptions, errors, distortions or delays the User may experience when 
using blockchains, however caused; 
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 A lack of use or public interest in the creation and development of distributed 
ecosystems could negatively impact the development of the GameSwift 
ecosystem, and therefore the potential utility or value of virtual assets available on 
the Bridge

 The User acknowledges that cryptography is a progressing field. Advances in code 
cracking or technical advances such as the development of quantum computers 
may present risks to cryptocurrencies, digital assets and the Bridge, which could 
result in the theft or loss of the User’s Assets. By using the Bridge, the User accepts 
these inherent risks

 The User is aware of and accept the risk of operational challenges. The Bridge may 
experience sophisticated cyber-attacks, unexpected surges in activity or 12 other 
operational or technical difficulties that may cause interruptions to or delays on the 
Bridge. The User agrees to accept the risk of the Bridge failure resulting from 
unanticipated or heightened technical difficulties. GameSwift does not guarantee 
that the Bridge is or will remain updated, complete, correct or secure, or that access 
to the Bridge will be uninterrupted. The Bridge may include inaccuracies, errors and 
materials that violate or conflict with these Terms. Additionally, third parties may 
make unauthorized alterations to the Bridge or the software underlying the Bridge. 
Accordingly, the User should verify all information on the Bridge before relying on it, 
and all decisions based on information contained on the Bridge are the User’s sole 
responsibility and we will have no liability for such decisions.

05. Who has control over your funds?
 Gas Fee may be charged and paid to network validators for each Blockchain 

Transactions that occurs on the Bridge;

 Bridge Fee may be charged and paid to the Bridge owner for each Blockchain 
Transactions that occurs on the Bridge; (jointly as the: “Fees”)

 Fees will be in first covered by GameSwift and then charged by the GameSwift from 
the User in the final price for the purchase and/or sale of the Virtual Assets. 
GameSwift is not responsible for the amount of such Fees as they remain out of 
GameSwift control or influence. Due to the limitations and features of the 
Blockchain technology, the Fee amounts may vary slightly from those indicated in 
the pre-transaction summary which remains beyond control of GameSwift (hence, 
the GameSwift shall not be responsible 10 for variations of the Fees);
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 The User acknowledges that under no circumstances any Blockchain Transaction 
that occur on the Marketplace becomes invalid, revocable, retractable, or otherwise 
unenforceable on the basis that the given Fee for the given Blockchain Transaction 
was unknown, too high, or otherwise unacceptable.

 Connect one of the wallets below.

 Choose the "From" network from which you want to transfer funds. Then confirm the 
wallet connection with the given network.

 Select the "TO" network to which you wish to transfer funds. Then confirm the wallet's 
connection to the network.
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06. How it works?
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 Select the type of assets that you want to send.

 If you want to send funds to a different address, indicate this address in the 
“Destination Address” field (optional).

 Choose “Generate Deposit Address”.



 Then select “send tokens” and confirm the transaction in the wallet.

 You can get a confirmation of the completed transaction by selecting the text 
“See On Explorer.”
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 Remember to download a plugin for your browser for at least one of the wallet 
providers

 Each of the transactions of changing the network and connecting the wallet must 
be confirmed by you on the wallet.

07. Useful information


